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Abstract of the contribution: This contribution proposes several alignments in “Registration with AMF relocation”.
Introduction of the main items that require alignment
NOTE: Alignments related to Network Slicing (e.g. with clause 5.15.5.2.1 of TS 23.501) are not considered in this contribution.
Alignment of steps in the reference to 4.2.2.2.2
Figure 4.2.2.2.3-1 ends with a bow referring to steps 11-21 of Figure 4.2.2.2.2-1 followed by a “Registration Accept” step. However, step 21 of Figure 4.2.2.2.2-1 is already a “Registration Accept”.
Furthermore, the text describing step 11 (Registration Accept) only mentions a part of the information conveyed in the Registration Accept of clause 4.2.2.2.2, so it is better to refer to step 21 of clause 4.2.2.2.2.

Also, there is no need to have a step 12 for Registration Complete since this step can be included in the reference to clause 4.2.2.2.2, which contains a fill description of this step. 
Step numbering within step 7

The text in 7(A) and 7(B) refers to old step numbers.
AUSF selection

In Step 8, the clause of TS 23.501 to refer to is missing. With a proper reference to clause 6.3.4 of TS 23.501, “based on SUPI” becomes redundant in the description of this step.
Reference for authentication and security
Step 9 mentions "The authentication and security are performed as described in clause X". However, there is no clause on authentication and security in TS 23.502 except the empty clause 6. We therefore propose to refer to the SA3 spec TS 33.501 instead of clause X.

Rerouting due to slicing

Steps 7(B) and 10 mentions “rerouting due to slicing”; however, the text introducing this procedure only mentions network slicing as an example. Also, 7(A) does not convey such indication to the target AMF.
Clause title and figure Caption

The caption of Figure 4.2.2.2.3-1 is “NAS message redirection procedure” whereas the clause is titled “Registration with AMF relocation”.

Furthermore, the word "relocation" is misused because the AMF will not be laid out in a new place. Instead, the UE is allocated another AMF, so the correct word is re-allocation. We propose to replace "relocation" by "re-allocation" in the clause title and the text.
Technical issues to be discussed at SA2#123

Step 7(A) mentions "The Namf_Communication_N1MessageNotify service operation includes the information enabling (R)AN to identify the N2 terminating point and the NAS message carried at step 1, and optionally the UE's SUPI and MM Context."
What would be the reason for not transferring the UE's SUPI and MM Context from initial AMF to target AMF in the case of a direct forwarding? If no valid reason can be identified, we will propose that the intial AMF always include the the UE's SUPI and MM Context. Otherwise, when the target AMF does not receive the UE's SUPI and MM Context, it needs to execute steps 4 to 7 of clause 4.2.2.2.2, and we need to add this to the procedure.
As to step 7(B), it includes a similar option: "The Reroute NAS message includes the information about the target AMF and the Registration request message carried at step 1, and optionally the UE's SUPI and MM Context". In this case the option is to provide the UE's SUPI and MM Context to the (R)AN. However, the MM Context contains information that shall not be sent outside of the Core Network for security reasons. We will therefore propose to remove this option.

Furthermore, we do not recall the reason for standardizing 2 options for redirecting to the target AMF. If 7(B) does not bring any advantage compare to 7(A) we will propose to remove it altogether. Otherwise we need to add the execution of steps 4 to 7 of clause 4.2.2.2.2 for the target AMF to obtain the MM Context.
We do not propose to resolve these issues as part of this pCR because they go beyond the scope of SA2#122E, but we intend to resolve them at SA2#123.   
Proposal
1) Remove steps 11 and 12 of Figure 4.2.2.2.3-1, and instead extend step 10 to also include step 22 of Figure 4.2.2.2.2-1.
2) Fix the step numbering within step 7(B).

3) Modify the description of step 8 with a reference to clause 6.3.4 of TS 23.501 instead of “based on SUPI”.
4) Replace the reference to Clause X by TS 33.501 in step 9.
5) Remove “indicating reroute due to slicing” in step 7(B) and “based on rerouting due to slicing” in step 10.
6) Align figure caption with clause title

7) Additional minor editorials
* * * Start of Change * * * *
4.2.2.2.3
Registration with AMF re-allocation

When an AMF receives a Registration request, the AMF may need to reroute the Registration request to another AMF, e.g. when network slicing is used and the initial AMF is not the appropriate AMF to serve the UE. The Registration with AMF re-allocation procedure, described in figure 4.2.2.2.3-1, is used to reroute the NAS message of the UE to the target AMF during a registration procedure.



[image: image2.emf]   

(R)AN  

1 .  Init ial U E message    

Initial     AMF  

NSSF  

Target     AMF  

7a .  Namf_Communication_N1MessageNotify      

4 a .  Slice Selection Request   

4 b .  Slice Selection Response   

2.  Optionally step s   4 - 9a of figure 4.2.2.2.2 - 1.  

(A)  

7 b .  N2 message     

7 c .  N2 message    

7 a .  Reroute NAS message     

( B )  

7b .  Initial UE message        

UDM  

3a .  Nudm_SubscriberData Management _Get(slice specific info request)     Nudm_SubscriberDat a_Get(slice specific info request)        

3b .  Nudm_SubscriberData Management _Get response  

5   Namf_Communication_RegistrationCompleteNotify  

Old AMF  

NRF  

6 b. NF Discovery Response   

6 a.   NF Discovery Request   

10. S tep s   11 - 2 2   of   figure 4.2.2.2.2 - 1.  

9 . Authentication/Security  

AUSF  

8 . AUSF  selection  


Figure 4.2.2.2.3-1: Registration with AMF re-allocation procedure
The initial AMF and the target AMF register their capability at the NRF.

1.
Steps 1 and 2 of clause 4.2.2.2.2-1 have occurred, and the (R)AN sends the Registration request message within an Initial UE message to the initial AMF.
2.
If the AMF needs the SUPI and/or UE's subscription information to decide whether to reroute the Registration request or if the Registration request was not sent integrity protected or integrity protection is indicated as failed, then AMF performs steps 4 to 9a of clause 4.2.2.2.2.
3a.
[Conditional] Initial AMF to UDM: Nudm_SubscriberDataManagement_Get (SUPI, Slice selection data request).


If the initial AMF needs UE's subscription information to decide whether to reroute the Registration request and UE's slice selection subscription information was not provided by old AMF, then initial AMF request UE's slice selection data from UDM by invoking the Nudm_SubscriberDataManagement_Get (see clause 5.2.3.3.1) service operation.

3b.
UDM to initial AMF: Response to Nudm_SubscriberDataManagement_Get with (Subscribed NSSAI).


UDM responds with slice selection data to initial AMF.

4a.
[Conditional] Initial AMF to NSSF: Slice Selection request (Requested NSSAI, Subscribed NSSAI, TAI).

If there is a need for slice selection, e.g. the initial AMF cannot serve all the S-NSSAI(s) from the Requested NSSAI permitted by the subscription information, the initial AMF sends a Slice Selection Request to the NSSF. It sends to NSSF Requested NSSAI, Subscribed NSSAI and the user TAI. 

Editor's note:
The conditions to trigger a slice selection in the Initial AMF are FFS 

4b.
[Conditional] NSSF to Initial AMF: Slice Selection response (AMF Set or list of AMF addresses, List of (Allowed S-NSSAI [, NSI ID]))


The NSSF returns to initial AMF the AMF Set (or a list of candidate AMF addresses) of the AMFs that serve at least the selected NSIs for the selected S-NSSAI combination (i.e. the Allowed S-NSSAIs). The NSSF also provides the Allowed NSSAI and, if needed, the NSI ID for each NSI selected for each of the S-NSSAIs that Allowed NSSAI includes;
     Editor's note:
Whether NSI ID is needed is FFS.

     Editor's note:
Logic during roaming is FFS.
5. [Conditional] Initial AMF to old AMF: Namf_Communication_RegistrationCompleteNotify (failure cause).


The initial AMF decides to reroute the NAS message to another AMF. The initial AMF sends a reject indication to the old AMF telling that the UE registration did not fully complete at the initial AMF. The old AMF continues as if the Namf_Communication_UEContextTransfer had never been received.
6a.
[Conditional] Initial AMF to NRF: NF discovery request (NF type, AMF Set).

If the initial AMF does not locally store the target AMF address, then the initial AMF sends an NF discovery request to the NRF to find a proper target AMF which has required NF capabilities to serve the UE. The NF type is set to AMF. If network slicing is used, the AMF Set is included in the NF discovery request.
6b.
NRF to AMF: NF discovery response (AMF pointer and AMF address (or list of AMFs, plus additional selection rules and NF capabilities)).


The NRF replies with the AMF address and AMF pointer of the selected AMF from the AMF Set. The NRF may also provide the details of the services offered by the selected AMF along with the notification end-point for each type of notification service that the selected AMF had registered with the NRF, if available. As an alternative, it provides a list of potential target AMFs and their capabilities, and optionally, additional selection rules. Based on the information about registered NFs and required capabilities, a target AMF is selected by the initial AMF.

7(A).
If the initial AMF, based on local policy and subscription information, decides to forward the NAS message to the target AMF directly, the initial AMF invokes the Namf_Communication_N1MessageNotify to the target AMF, carrying the rerouted NAS message. The Namf_Communication_N1MessageNotify service operation includes the information enabling (R)AN to identify the N2 terminating point and the NAS message carried at step 1, and optionally the UE's SUPI and MM Context. If network slicing is used and the initial AMF has obtained the Allowed NSSAI as described at step 4a/b, the Allowed NSSAI is included together with the corresponding NSI IDs. The target AMF then updates the (R)AN with a new updated N2 termination point for the UE (step 7b), and the (R)AN acknowledges the updated N2 termination point (step 7c). Step 7(B) is skipped.
NOTE:
Steps 7b and 7c can occur separately or as part of the first subsequently required N2 interaction.
7(B).
If the initial AMF, based on local policy and subscription information, decides to forward the NAS message to the target AMF via (R)AN, the initial AMF sends a Reroute NAS message to the (R)AN (7a). The Reroute NAS message includes the information about the target AMF and the Registration request message carried at step 1, and optionally the UE's SUPI and MM Context. If network slicing is used and the initial AMF has obtained the Allowed NSSAI as described at step 4a/b, the Allowed NSSAI is included in the Reroute NAS message together with the corresponding NSI IDs. The (R)AN sends the Initial UE message to the target AMF (7b).
8.
The target AMF may decide to invoke an AUSF. In that case, the target AMF shall select an AUSF as described in TS 23.501 [2], clause 6.3.4.

9.
The AUSF shall initiate authentication of the UE and NAS security functions.


The authentication and security are performed as described in TS 33.501 [xx].

Editor's note:
It is FFS whether the AUSF or the AMF initiates the authentication.
10.
After receiving the Registration request message transmitted at step 7(A)a or step 7(B)b, the target AMF continues with the Registration procedure from step 11 until 22 of clause 4.2.2.2.2 (with the target AMF corresponding to the new AMF).
Editor's note:
Whether the target AMF needs to interact with the NSSF to determine a Registration Area that is homogenous from slicing support point of view is FFS.




Editor's note:
The case when the target AMF cannot be determined and provided to the initial AMF, and the default AMF needs to be selected in step 3 is FFS.
Editor's note:
Whether both option (A) and option (B) are acceptable from a RAN perspective needs to be evaluated by RAN WGs.
* * * Next Change * * * *
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